**Савеловский межрайонный прокурор г. Москвы разъясняет**

Как защитить себя от «смишинга»?

Смишинг — это разновидность мошенничества, при котором злоумышленники используют SMS-сообщения, чтобы обманом получить личную информацию или украсть деньги.

Смишинг можно распознать по следующим признакам:

* чаще всего это SMS-сообщения, которые требуют немедленного действия, например подтверждения платежа, изменения данных или входа в систему
* подозрительные ссылки в SMS-сообщениях, часто содержащие опечатки или не соответствующие привычному формату
* SMS-сообщения, содержащие нетипичные запросы, просьбы указать пароли, номера счетов, ПИН-коды.
* наличие угроз в сообщении, обещание последствий при невыполнении требования
* отправитель SMS-сообщения - незнакомый номер или отправитель с подозрительным именем
* нелогичная, не соответствующая контексту просьба в сообщении
* грамматически ошибки, неуместный тон или несоответствие стилю общения, характерному для той организации, от имени которой отправлено сообщение
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