**Савеловский межрайонный прокурор г. Москвы разъясняет**

«Сбер» предупредил о мошеннической схеме, связанной с фальшивыми точками Wi-Fi.

Мошенники создают фальшивую точку доступа или взламывают публичный Wi-Fi, с помощью чего могут получить и использовать ваши персональные и платежные данные.

При подключении к публичному Wi-Fi не стоит использовать приложения банков и совершать платежные операции. К тому же, стоит установить антивирусное программное обеспечение, чтобы не стать жертвой мошеннических схем.

При подключении к точкам Wi-Fi необходимо убедиться, что точка использует шифрование WPA2/WPA3 (данная информация содержится в свойствах точки доступа Wi-Fi в разделе «Тип безопасности»).

Также, в целях безопасности, стоит проверять адресную строку сайта, на который собираетесь зайти: в ней должно быть изображение замочка и буквы https.
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